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ENEOS Xplora Inc. 

Transitioning to a Zero Trust Environment 

ENEOS Xplora Inc. (President and CEO: Toshiya Nakahara) is pleased to announce that we are 
currently building an integrated security network environment ("the System") based on a Zero 
Trust security model as an IT security measure (see Figure 1 below) and all our group 
companies both in Japan and overseas plan to migrate to the System (see Figure 2 below) by 
the end of fiscal year 2025. 
  
The Zero Trust security model is a system that expands the IT security environment to detect 
threats not only on external networks as in the past, but also on internal networks. This system 
utilizes cloud-based security services and can integrate security threat detection and response, 
significantly improving IT security and being adopted by a wide range of companies. In addition, 
the transition to this system will enable IT security measures and centralized management of IT 
resources, making it possible to efficiently operate a safer and more flexible IT environment than 
ever before. 
 
By uniformly migrating all group companies to this system, we will strengthen the group's IT 
governance, and build an information management system that can provide even greater peace 
of mind to stakeholders, including customers and business partners. 
 
[Figure 1：System Overview] 
 
 
 
 
 
 
[Figure 2：The ENEOS Xplora group companies (*) transitioning to the system]  


